KUNFERR Acélszerkezeti Kft

ADATVEDELMI INCIDENSKEZELESI SZABALYZAT

A KUNFERR Acélszerkezeti Kft, mint Adatkezeld tiszteletben tartja mindazon személyek
maganszférajat, akik szadmara személyes adatot adnak at és elkotelezett ezek védelmében. Az
Eurdpai Unié Altalanos Adatvédelmi Rendelet (679/2016 sz. rendelet, a tovabbiakban:
GDPR) (88) preambulum-bekezdése alapjan az alabbi szabalyzatot alkotja:

I. ALTALANOS RENDELKEZESEK
1.1. A Szabalyzat hatalya

(1) A Tarsasag miikodése soran bekovetkezd adatvédelmi incidens kezelésére az aldbbi
eljarasrendet kell alkalmazni. Az integritdsi és korrupcidés kockazatok fogalmi
meghatarozasat, a kockazatok felmérését, kezelését az Bels6 Kontrollrendszer Szabalyzat
tartalmazza.

Adatvédelmi incidens: a biztonsag olyan sériilése, amely a tovabbitott, tarolt vagy mas
moédon kezelt személyes adatok véletlen vagy jogellenes
megsemmisitését, elvesztését, megvaltoztatasat, jogosulatlan
kozlését vagy az azokhoz vald jogosulatlan hozzaférést
eredményezi.

Feliigyeleti hatosag: Nemzeti Adatvédelmi ¢és Informécidszabadsag Hatosag,
székhelye: 1125 Budapest, Szilagyi Erzsébet fasor 22c.

II. RESZLETES RENDELKEZESEK
2.1. Az adatvédelmet sérto események kezelési rendjének célja, tartalma

(1) A szabalyzat célja annak eldsegitése, hogy a Tarsasag miikddésével kapcsolatosan
felmeriild adatvédelmet sért6 események kezelése egységes rendszerben torténjen,
kialakulasdnak megelézésére, a bekovetkezése esetében annak feltarasara, sziikség esetén a
felelosség megallapitasara, intézkedések megtételére sor keriiljon. A szabalyzat ennek
érdekében rogziti azokat a fogalmakat, eljarasokat, intézkedéseket, amelyek biztositjak a
Tarsasag mukodése soran eléforduld, adatvédelmet sértd esemény ismételt eléfordulasanak
megeldzeését, és a feltart események kezelését.

2.2. Az adatvédelmi incidens fogalma, jellemz6i

(1) Adatvédelmi incidens:  a biztonsag olyan sériilése, amely a tovabbitott, tarolt vagy mas
modon kezelt személyes adatok véletlen vagy jogellenes
megsemmisitését, elvesztését, megvaltoztatasat, jogosulatlan
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kozlését vagy az azokhoz vald jogosulatlan hozzaférést
eredményezi.

(2) Az adatvédelmi incidens megfeleld és kelld idejii intézkedés hianyaban fizikai, vagyoni
vagy nem vagyoni kdrokat okozhat a természetes személyeknek, tobbek kozott a személyes
adataik feletti rendelkezés elvesztését, vagy a jogaik korlatozasat, a hatranyos
megkiilonboztetést, a személyazonossag-lopast vagy a személyazonossaggal valo visszaélést,
a pénziigyi veszteséget, az alnevesités engedély nélkiili feloldasat, a j6 hirnév sérelmét, a
szakmai titoktartdsi kotelezettség altal védett személyes adatok bizalmas jellegének sériilését,
illetve a szoban forgd természetes személyeket sujtd egyéb jelentds gazdasagi vagy szocialis
hatranyt.

2.3. Az adatvédelmet sérté6 események megeldzésével és kezelésével kapcsolatos
felelosségek

(1) Az adatvédelmet sérté események megeldzése és kezelése (az eljarasrend kialakitasa, a
sziikséges intézkedések meghozatala) az ligyvezetd feleldssége, akinek e feleldssége és
feladata a szervezeti struktiraban meghatarozott szervezeti egységek vezet6i hataskorének,
feleldsségeének és beszamoltathatosaganak szabalyozottsagan keresztiil valosul meg.

(2) A Tarsasagi szerz6désben, alapitd okiratban, vagy Szervezeti és Mitkddési Szabalyzatban
(a tovabbiakban: SZMSZ) meghatarozott vezetok feladata és felelossége a szabalyozottsag és
a szabalyok betartasanak biztositasa, amely az adatvédelmet sérté események megel6zésének
elsddleges eszkoze €s a megfeleld kontrollfolyamatok miikodtetésével érheto el.

(3) Ennek érdekében a vezetdk alapvetd kotelezettsége, hogy

a) a jogszabalyoknak megfelel6 szabalyozasok alapjan miikodjon a szervezet, és ennek
érdekében a sziikséges, feladatkoriikhoz tartozo szabalyozasok eldkészitésre kertiljenek,

b) a szabdlyozottsagot, valamint a szabalyok betartdsdt minden vezetd folyamatosan kisérje
figyelemmel, amely elsddleges feltétele az adatvédelmet sérté események megel6zésének,

c) adatvédelmet sértd esemény észlelése esetén minél gyorsabban kellden hatékony
intézkedés torténjen annak érdekében, hogy az adatvédelmet sérté esemény megsziintetésre, a
hibas belsd szabalyozas helyesbitésre kertiiljon,

d) a helytelen alkalmazasi gyakorlat megsziintetése mellett indokolt esetben a személyi
feleldsség megallapitasra keriiljon, a sziikséges intézkedések megvaldsuljanak.

(4) A Tarsasag miikodését érintd, folyamatosan aktualizalt belsd szabalyzatok és az egyéb
belso szabalyozo dokumentumok (korlevelek, utasitasok stb.) a Tarsasag belsé szamitogépes
halézatan a X:/Dokumentumok/ADATKEZELESI SZABALYZAT nevii mappaban érhetok el.

(5) Minden szervezeti egység vezetdje felelds a feladatkorébe tartozd szakteriileten észlelt
adatvédelmet sérté esemény ismételt el6fordulasanak megeldzéséhez sziikséges intézkedések
megtételéért, a bekovetkezett esemény feltarasaért, sziikség esetén annak dokumentalasaért,
tovabba indokolt esetben a feleldsségre vondssal és a hidnyossagok megsziintetésével
kapcsolatos intézkedések kezdeményezéséért és megvalositasuk ellendrzéséért.



(6) A dolgozok konkrét feladatat, hataskorét, felelésségét a munkakori leirasok tartalmazzak.

(7) Valamennyi dolgozo feladata és kotelessége az észlelt adatvédelmet sérté esemény jelzése
a vezetd felé a szolgalati Gt betartdsaval, és megsziintetésiik érdekében javaslatok tétele,
valamint az elrendelt intézkedések megvalositasa. A szolgalati utat a Tarsasag SZMSZ-e
szerint kell értelmezni.

(8) A Tarsasaggal szerzddésben 1évo tligyvédi iroda az ligyvezetd megbizasa és konkrét
irasbeli jelzése alapjan koordinalja és nyilvantartja az iligyvezetd 4&ltal elrendelt, az
adatvédelmet sértd eseményekkel kapcsolatos kartéritési tigyeket, a kartéritési eljarasban
keletkez6 dokumentumok nyilvantartasa soran gondoskodik azok elkiilonitett, naprakész és
pontos vezetésérol.

2.4. Az adatvédelmet sért6é eseményészlelése, feltarasa, bejelentése

Az adatvédelmet sértd esemény észlelése a Tarsasdg munkatdrsai, vezetdi, az ellendrzést
veégzd belsd és kiilso szervek részérdl torténhet.

2.4.1. A Tarsasag munkatarsa altal észlelt adatvédelmet sérto esemény, a bejelent6 védelme

(1) Amennyiben az adatvédelmet sértd eseményt munkatars észleli, soron kiviil kdoteles
értesiteni — a hivatali ut betartdsadval — az adatvédelmi tisztviselot €s a kdzvetleniil felette allo
vezetot.

(2) Amennyiben a munkatérs ugy itéli meg, hogy kozvetlen felettese az adott tigyben érintett,
akkor a vezetd felettesét kell értesitenie.

(3) A munkatars altal a vezetdnek jelzett, vagy a vezetd altal észlelt adatvédelmet sértd
esemény esetén amennyiben az lehetséges, sajat hataskorben, az SZMSZ szerint
meghatarozott feladat-, hataskor és feleldsségi rendnek megfelelden kell az adatvédelmet
sérté esemény megsziintetése érdekében a sziikséges intézkedést meghozni.

2.4.2. Az adatvédelmi incidens bejelentése a feliigyeleti hatosagnak:

(1) Az adatvédelmi incidenst, indokolatlan késedelem nélkiil, és ha lehetséges, legkésobb 72
oraval az utdn, hogy az adatvédelmi incidens az iigyvezetd tudomdsara jutott, bejelenteni
koteles az illetékes felligyeleti hatosagnal, kivéve, ha az elszamoltathatosdg elvével
Osszhangban bizonyitani tudja, hogy az adatvédelmi incidens valdsziniisithetden nem jar
kockazattal a természetes személyek jogaira és szabadsagaira nézve. Ha a bejelentés 72 6ran
beliil nem tehetd meg, abban meg kell jelolni a késedelem okat, az eldirt informacidkat pedig
— tovabbi indokolatlan késedelem nélkiil — részletekben is kdzolni lehet.

(2) Az adatfeldolgozé az adatvédelmi incidenst, az arrdl vald tudomasszerzését kdvetden
indokolatlan késedelem nélkiil bejelenti az adatkezeldnek.

A bejelentésben legalabb:



- ismertetni kell az adatvédelmi incidens jellegét, beleértve — ha lehetséges — az
érintettek kategoridit és hozzavetdleges szamat, valamint az incidenssel érintett adatok

kategoriait és hozzavetdleges szamat;

- kozolni kell az adatvédelmi tisztviseld vagy a tovabbi tdjékoztatist nyujtdo egyéb

kapcsolattartd nevét €s elérhetdségeit;
- ismertetni kell az adatvédelmi incidensbdl eredd, valdsziniisithetd kdovetkezményeket;

- ismertetni kell az adatkezeld altal az adatvédelmi incidens orvosldsara tett vagy
tervezett intézkedéseket, beleértve adott esetben az adatvédelmi incidensbol eredd

esetleges hatranyos kovetkezmények enyhitését célzo intézkedéseket.

(3) Amennyiben nem lehetséges az informaciokat egyidejiileg kozolni, azok tovabbi
indokolatlan késedelem nélkiil késobb részletekben is kdzolhetok.

A Tarsasag, mint adatkezeld nyilvantartja az adatvédelmi incidenseket, feltlintetve az
adatvédelmi incidenshez kapcsolodd tényeket, annak hatasait €s az orvosldsara tett
intézkedéseket. E nyilvantartas lehetdve teszi, hogy a felligyeleti hatosag ellendrizze az e cikk
kovetelményeinek valdo megfelelést.

(4) Az érintettet az adatkezeld indokolatlan késedelem nélkiil tdjékoztatja, ha az adatvédelmi
incidens valoszintsithetden magas kockdzattal jar a természetes személyek jogaira ¢és
szabadsagaira nézve, annak érdekében, hogy megtehesse a sziikséges ovintézkedéseket. A
tajékoztatasnak tartalmaznia kell annak leirasat, hogy milyen jellegli az adatvédelmi incidens,
valamint az érintett a természetes személynek sz619, a lehetséges hatranyos hatasok enyhitését
c€lzo javaslatokat.

Az érintettek tajékoztatasarol az észszerliség keretei kozott a lehetd leghamarabb gondoskodni
kell, szorosan egyiittmiikddve a feliigyeleti hatosaggal, és betartva az altala vagy mas érintett
hatosagok, példaul biinlild6z6 hatosagok altal adott utmutatast. Példaul az érintettek siirgds
tajékoztatdsa a kar kozvetlen veszélyének mérsékléséhez sziikséges, azonban annak
megeldzése tobb 1dot igényelhet, hogy a folyamatos vagy azonos jellegli adatvédelmi incidens
esetében megfeleld intézkedéseket kell végrehajtani.

(5) Késedelem nélkiil meg kell bizonyosodni arrdl, hogy az 6sszes megfeleld technologiai
védelmi €s szervezési intézkedés végrehajtasra keriilt-e, egyrészt az adatvédelmi incidens
haladéktalan megallapitasa, masrészt a felligyeleti hatosdgnak torténd bejelentés és az érintett
stirgds értesitése érdekében. Azt, hogy az értesitésre indokolatlan késedelem nélkiil keriilt-e
sor, kiilondsen az adatvédelmi incidens jellegére és stllyossagara, valamint annak az érintettre
gyakorolt kovetkezményeire, illetve hatranyos hatasaira figyelemmel kell megallapitani. A
feliigyeleti hatosagnak tortént bejelentést az e rendeletben meghatarozott feladataival és
hataskoreivel 6sszhangban torténd beavatkozasat eredményezheti.

(6) Ha az adatvédelmi incidens valoszinlisithetden magas kockézattal jar a természetes
személyek jogaira és szabadsagaira nézve, az adatkezeld indokolatlan késedelem nélkiil
tajékoztatja az érintettet az adatvédelmi incidensrol.



(7) Az érintett részére adott tajékoztatasban vilagosan és kozérthetden ismertetni kell az
adatvédelmi incidens jellegét, és kozolni kell legalabb a GDPR 33. cikk (3) bekezdésének b),
c) és d) pontjdban emlitett informaciokat és intézkedéseket.

(8) Az ¢érintettet nem kell tajékoztatni, ha a kovetkezd feltételek barmelyike teljestil:

- az adatkezel6 megfeleld technikai és szervezési védelmi intézkedéseket hajtott végre,
¢s ezeket az intézkedéseket az adatvédelmi incidens altal érintett adatok tekintetében
alkalmaztak, kiilondsen azokat az intézkedéseket — mint példdul a titkositas
alkalmazédsa —, amelyek a személyes adatokhoz vald hozzéaférésre fel nem jogositott
személyek szamara értelmezhetetlenné teszik az adatokat;

- az adatkezel6 az adatvédelmi incidenst kdvetden olyan tovabbi intézkedéseket tett,
amelyek biztositjak, hogy az érintett jogaira és szabadsagaira jelentett, az (1)
bekezdésben emlitett magas kockéazat a tovabbiakban valoszintisithetden nem valosul
meg,

- a tajékoztatas aranytalan erdfeszitést tenne sziikségessé. Ilyen esetekben az érintetteket
nyilvanosan kozzétett informaciok utjan kell tdjékoztatni, vagy olyan hasonld
intézkedést kell hozni, amely biztositja az érintettek hasonldéan hatékony
tajékoztatasat.

2.4.2 A bejelento védelme

(1) Amennyiben a bejelentd nevének elhallgatasat kéri, ugy az eljaras folyamatdban
biztositani kell adatainak a zart kezelését, amelyet csak irdnyitdsi jogkore alapjan az
iigyvezetd ismerhet meg.

(2) A bejelentést tevé személlyel szemben nem alkalmazhat6 semmiféle hatranyos elbanas,
jelentéséért — kivéve a szandékosan valdtlan tartalommal megtett jelentést — feleldsségre nem
vonhato.

(3) A bejelentdt — amennyiben bejelentése alapjan az ligy feltarasra keriilt — a szervezeti
egység vezetdje javaslatdra a munkaltatdoi jogkor gyakorldja erkolesi elismerésben
(munkaltatoi dicséret) részesitheti.

2.4.3. Kiilsé ellenorzési szerv altal észlelt szabalytalansag

(1) A feliigyeleti hatosag altal végzett ellendrzés szabalytalansdgra vonatkozé megéllapitasait
az altala készitett dokumentacié tartalmazza.

2.4.4. Kiils6 személy altal észlelt adatvédelmet sérté esemény
(1) Amennyiben kiilsé személy jelzi az adatvédelmet sértd eseményt, az érintett szervezeti
egység vezetdjének a bejelentést érdemben kell megvizsgalnia és jegyzokonyvet felvennie (1.

¢és 2. szaml melléklet) — a bejelentés beérkezését kovetd 3 munkanapon beliil.

(2) Ha nem az érintett szervezeti egységhez érkezett a jelzés, azt az érkezést kovetd legfeljebb
3 munkanapon beliil tovabbitani kell az érintett szervezeti egység részére.



2.5. Az adatvédelmet sért6 esemény megsziintetésére tett intézkedések
2.5.1. A szabalytalansag megsziintetése esetén kévetendo eljards

(1) A munkatars altal onellendrzéssel észlelt, illetdleg a belsd kontrollrendszer keretében az
elézetes, utdlagos és vezetdi ellendrzés soran kiszlrt, a hatdskorrel rendelkezd szervezeti
egység vezetdje altal elrendelt javitassal, helyesbitéssel megsziintethetd hiba korrigalasa nem
igényel szabalytalansagi eljarast.

(2) A szabalytalansag megsziintetésére a hataskorrel rendelkezd vezetdnek (szervezeti egység
vezetdje, illetve a hierarchidban a szervezeti egység vezetd felett 1év0, hataskorrel rendelkezd
vezetd) kell intézkednie.

(4) Nem kell uj szabalytalansagi eljarast lefolytatni ugyanolyan tipusi szabalytalansag
észlelésekor, ha mar megkezdddott, de még nem zarult le az esettel megegyezd, folyamatban
1év6 eljaras.

(5) A szabalytalansag kivizsgalasaban nem vehet részt, aki elfogult, akitdl az iigy targyilagos
megitélése nem varhato el.

2.6. Az adatvédelmet sért6 esemény megsziintetése
2.6.1. Vezetoi intézkedeést igénylo adatvédelmet sérto esemény

(1) Az adatvédelmet sértd eseménnyel érintett szervezeti egység vezetdje — amennyiben az
lehetséges — sajat hataskorben, az adatvédelmet sérté esemény észlelésétdl szamitott
legfeljebb 3 munkanapon beliil kdteles a megsziintetetés érdekében a sziikséges intézkedést
megtenni, majd az ligy tanulsagairdl tajékoztatidst nyujt a hasonld tevékenységben érintett
munkatarsak részére, felhivja a figyelmiiket az adatvédelmet sért6 esemény elkeriilésére.

(2) Amennyiben az adatvédelmet sértd esemény tobb szervezeti egység kozremiikodésével
szlintethetd csak meg, az adatvédelmet sértd eseménnyel érintett szervezeti egység vezetdje
javaslatot tesz a hierarchidban felette all6 vezetdnek az adatvédelmet sértd esemény eseti
munkacsoport Gtjan torténd rendezésére.

(3) Az adatvédelmet sértd eseményrdl értesitett vezetd az eseti munkacsoportot irdnyitasi
teriiletén beliili szervezeti egységek bevonasaval jogosult létrehozni, és meghatarozni az eseti
munkacsoport vezetdjét, az eljards hataridejét, dokumentéacios igényét, az intézkedési
tervkészitési kotelezettséget, az intézkedési terv megvalosulasdnak figyelemmel kisérését, a
visszacsatolas modjat. Ha a jelzett adatvédelmet sértd esemény megsziintetése ezen szervezeti
kereteken tulmutat, a megkeresett vezetd a fenntarté szakmai tanacsad6 Utjan kezdeményezi
az adatvédelmet sértd esemény megvizsgalasat és megsziintetését.

(4) Kiemelt jelentoségli adatvédelmet sértd esemény feltételezése esetén, a szabalytalansaggal
érintett szervezeti egység vezetdje haladéktalanul értesiti az irdnyitdsi jogkore alapjan
intézkedésre jogosult ligyvezetot, a vonatkozd informaciok megkiildésével.



2.6.2. Az eseti munkacsoport altal folytatott kivizsgalas folyamata

(1) Az eljaras soran a munkacsoport:

a) Osszegylijti az adatokat, informaciokat, meghallgatja az érintetteteket;

b) értékeli az adatokat, informacidkat;

c) megoldasi javaslatot készit a nemkivanatos helyzet kezelésére (intézkedési terv készitése —
feladat, felelds, hataridé megjeldléssel);

d) az eseti bizottsagot elrendeld vezetd itmutatdsa szerint dokumentélja az eljarasat;

e) jovahagyasra elkésziti a javasolt intézkedési tervet;

f) a jovahagyott intézkedési terv megvaldsuldsat az eseti munkacsoport vezetdje nyomon
koveti, amennyiben az sziikséges, egyeztetéseket, megbeszéléseket hiv Ossze;

g) az eseti munkacsoportot elrendeld vezetd uUtmutatasdnak megfeleléen, az eseti
munkacsoport vezetdje tajékoztatast nyujt a feladatok elérehaladasarol, az adatvédelmet sértd
eseménykezelésérol.

2.6.3. Az lgyvezetd vezetdi intézkedését igényld kiemelt jelentdségli adatvédelmet sértd
esemény:

(1) Kiemelt jelentdségii adatvédelmet sértd esemény feltételezése esetén az eljaras
kezdeményezése iranyitasi jogkore alapjan az tligyvezetd hataskorébe tartozik.

(2) Az eljaras lefolytatasa és a dontés meghozataldnak megalapozasa érdekében az ligyvezetd
kozvetleniil kérheti az ligy megvizsgalasat az erre a célra 1étrehozott eseti bizottsagtol.

(3) Az eljarast a felkérést kovetd legfeljebb 15 munkanapon beliil kell lefolytatni.
Amennyiben a hatarid6 az iigy Osszetettsége miatt nem tarthatd, az ligyvezetd ettdl eltérd
id6tartamot is megallapithat.

(4) Az eseti bizottsag tagja az adatvédelmet sértd eseménnyel érintett szervezeti egység
igyben nem érintett vezetdje és az ligyvezetd altal az ligy jellege szerint kijeldlt tovabbi
munkatarsak:

a) gazdalkodasi, pénziigyi, beszerzési, vagyongazdalkodasi, tevékenységgel kapcsolatos
iigyben: gazdasagi vezeto.

(5) Az erre a célra létrehozott eseti bizottsag vizsgalata torténhet kiillondsen az iratok
tanulmanyozasaval, az érintettek meghallgatasaval, irasbeli tajékoztatas beszerzésével.

(6) Az erre a célra létrehozott eseti bizottsadg eljarasa soran barkit meghallgathat, aki az adott
iigyben érdemi informacioval rendelkezhet. A meghallgatasrol jegyzokonyvet kell felvenni. A
meghallgatassal érintett személyek kérhetik a személyes adataiknak zartan torténd kezelését.

(7) A Tarsasag minden munkatarsa koteles az egyiittmiitkddésre, nyilatkozattételre, az eljaras
szempontjabol 1ényeges informaciok, dokumentumok atadasara.



(8) Az erre a célra létrehozott eseti bizottsag az eljaras eredménye alapjan javaslatot tesz
iranyitasi jogkore alapjan az tigyvezetonek a sziikséges intézkedés megtételére, igy kiillondsen
az adatvédelmet sértd esemény megsziintetésére, a hasonld esetek megelézése érdekében
szlikséges intézkedések meghatarozasara, a felelésség megallapitasara.

(9) Az eljaras lezarasat kovetden az érintettek korében munkaértekezletet is 6ssze kell hivni,
amelyen az adatvédelmet sértd eseménnyel érintett szakteriilet munkatarsainak jelen kell
lennitiik.

(10) A munkaértekezleten ismertetni kell az eljaras megallapitasait és a munkatarsakat
tajékoztatni kell az adatvédelmet sérté esemény jovobeli bekdvetkezésének az elharitasdhoz
vagy megeldzéséhez sziikséges intézkedésekrol, a kovetendd magatartasrol.

2.6.4. Az adatvédelmet sérto eseményt vizsgalo eljaras eredménye, intézkedési javaslat

(1) Az eljaras eredménye lehet:

a) annak megallapitasa, hogy nem tortént adatvédelmet sértd esemény ¢€s az eljaras intézkedés
nélkiili megsziintetése (pl. hibas észlelés);

b) adatvédelmet sérté esemény megtorténtét megallapitod és intézkedést elrendeld dontés;

c) tovabbi eljaras elrendelése, amely a feleldsség megallapitisa vagy a hasonld esetek
megeldzése érdekében sziikséges.

2.6.5. Belso vagy kiilso ellendrzés eredménye alapjan sziikséges intézkedés

(1) A belsdé szakmai ellendrzés, az adatvédelmi felelds altal megallapitott szabalytalansag,
valamint IT incidens esetén a szabalytalansaggal, nem megfeleldséggel, incidenssel érintett
szervezeti egység vezetdjének a vonatkozo belsd szabalyzat eldirasa alapjan intézkednie kell a
megallapitdsok hatdsos kezelésére.

(2) A kiils6 ellendrzési szerv altal megallapitott szabalytalansag esetén az eljarasi jelentésben
foglalt szabalytalansagokra vonatkozo, az ellendrzéssel érintett szakteriilet altal kidolgozott
intézkedési tervet végre kell hajtani.

2.7. Jogkovetkezmények alkalmazas:

(1) A jogkovetkezményekrdl valdo dontés kezdeményezése, az adatvédelmet sértd esemény
megsziintetésére hataskorrel rendelkezd szervezeti egységvezetd, kiemelt jelentdségii esetben

az iranyitasi jogkorrel rendelkez6 ligyvezetd feladata.

(2) A jogkovetkezmény jellege szerint lehet:



a) jogi jelleglh (kartéritési eljards meginditasa, szabalysértési vagy bilintetdeljaras
kezdeményezése az arra feljogositott hatosagnal),

b) munkajogi (figyelmeztetés, felmondassal, azonnali hatallyal torténd megsziintetése),

c) pénziigyi jellegli (pénzbeli juttatas, kifizetés részben vagy egészben torténd felfiiggesztése,
visszakovetelése, behajtasa),

d) szakmai jellegli (belsé szabalyozds moddositasa, szigoritdsanak kezdeményezése,
betartasanak fokozott ellendrzése stb.).

(3) Amennyiben biintetd- vagy szabalysértési eljaras kezdeményezésének sziikségessége
meriil fel, a sziikséges intézkedések meghozatala az arra illetékes szervek értesitését is jelenti
annak érdekében, hogy megalapozottsag esetén az illetékes szerv a megfeleld eljarasokat
meginditsa. Az eljarasok meginditasanak kezdeményezésére — az ligyvezetd jogosult.

(4) Ha nyilvanvalova valt, hogy az adatvédelmet sérté eseményt bejelentd rosszhiszemtien jart
el és alaposan feltehetd, hogy ezzel biincselekményt vagy szabalysértést kovetett el, masnak
kart vagy egyéb jogsérelmet okozott, adatai az eljaras kezdeményezésére, valamint
lefolytatasara jogosult részére dtadhatok.

2.8. Az adatvédelmet sértdo eseményekkel kapcsolatos intézkedések, eljarasok nyomon
kovetése

(1) Az érintett szervezeti egységek vezetOinek feladata az adatvédelmet sértd eseményekkel
kapcsolatos intézkedések, eljarasok nyomon kdvetése soran:

a) az elrendelt eljarasok, a meghozott dontések, illetve a meginditott eljarasok figyelemmel
kisérése,

b) az eljarasok soran készitett javaslatok, intézkedési tervek megvaldsitasa €s a végrehajtas
ellendrzése,

c) a feltart adatvédelmet sértd6 esemény alapjan a tovabbi bekdvetkezési lehetdségek
beazonositasa, sziikség esetén a belsd szabalyzatok, illetve jogszabalyok modositasanak
kezdeményezése,

d) annak vizsgalata, hogy az ellendrzési nyomvonalban rogzitett eljaras az adott adatvédelmet
sértd eseményt miért nem szlrte ki, indokolt esetben gondoskodni kell az ellendrzési
nyomvonal feliilvizsgalatarol, helyesbitésérol.

(2) Amennyiben az intézkedések végrehajtasa soran megallapitast nyer, hogy az alkalmazott
intézkedések nem elég hatasosak, az adatvédelmet sérté esemény megsziintetéséért felelds
vezetd, kiemelt jelentdségli esetben az iranyitasi jogkorrel rendelkezd ligyvezetd tovabbi
intézkedést rendel el.

Adatkezelési Tajékoztato (GDPR)
(Online adatkezelés)

1. Bevezetés



Jelen Adatkezelési Téjékoztatd célja, hogy atlathatd6 moédon bemutassa, hogyan kezeli a
[Vallalkozas neve] (a tovabbiakban: ,,Adatkezel6) a honlap latogatdinak és tligyfeleinek
személyes adatait, milyen célbol, milyen jogalapon, mennyi ideig, és milyen jogok illetik meg
az érintetteket.

Az Adatkezeld elkotelezett a személyes adatok védelme irant, és a GDPR (EU 2016/679
rendelet) eldirasainak megfelelden jar el.

2. Az adatkezelo adatai

- Adatkezel6 neve: Kunferr Acélszerkezeti Kft.

- Székhely: 5310 Kisujszallas, Kossuth utca 16-20

- E-mail: iroda@kunferr.hu

- Telefon: 59/520-260

- Adoszam: 11261694-2-16, Cégjegyzékszam:1609002276

3. Kezelt személyes adatok kore

3.1. Kapcsolatfelvételi tirlap adatai
- Nev
- E-mail cim
- Telefonszdm (ha megadasra kertiil)
- Uzenet tartalma

3.2. Technikai adatok
- [P-cim
- Bongészo tipusa
- Operacios rendszer
- Latogatas id6pontja
- Cookie-azonositok

3.3. Hirlevél feliratkozas (ha van)
- Név
- E-mail cim

3.4. Szerzodéskotéshez kapcsolddo adatok
- Szamlazasi név
- Szamlazasi cim
- Adoszam (vallalkozasok esetén)
- Megrendelés adatai

4. Az adatkezelés céljai és jogalapjai
Cél: Jogalap Adatkategoéria

Kapcsolatfelvétel, valaszadas | GDPR 6. cikk (1) a) — hozzajarulas | Kapcsolatfelvételi adatok
|
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Szolgéltatas nytjtasa, szerz0dés teljesitése | GDPR 6. cikk (1) b) | Szerzédéses adatok |
Szamlazas, jogi kotelezettségek teljesitése | GDPR 6. cikk (1) ¢) | Szamlazasi adatok |
Honlap miikddésének biztositasa | GDPR 6. cikk (1) f) —jogos érdek | Technikai adatok |
Statisztikai elemzés, honlapfejlesztés | GDPR 6. cikk (1) f) | Cookie-k, analitikai adatok |
Hirlevél kiildése | GDPR 6. cikk (1) a) | Név, e-mail cim |

5. Adatmegdrzési ido

- Kapcsolatfelvételi adatok: 12 honap

- Szerzddéses €s szamlazasi adatok: 8 év (szamviteli térvény szerint)
- Hirlevél feliratkozés: a hozzéjarulds visszavonasaig

- Cookie-k: a cookie tipusatol fiiggéen 1 nap — 2 év

6. Adatok tovabbitasa, adatfeldolgozok

Az Adatkezelé kizarolag megbizhatdé partnerekkel dolgozik, akik GDPR-kompatibilis
adatfeldolgozasi szerzédéssel rendelkeznek.

Lehetséges adatfeldolgozok:
- Tarhelyszolgaltato
- Hirlevélkiildd rendszer (pl. MailerLite, Mailchimp)
- Analitikai szolgaltatd (pl. Google Analytics)
- Konyveld
- Informatikai szolgaltato

Az adatok harmadik orszagba (EU-n kiviilre) csak akkor keriilnek tovabbitasra, ha az adott
szolgaltato megfeleld adatvédelmi garancidkat biztosit (pl. EU-US Data Privacy Framework).

7. Cookie-kezelés
A honlap cookie-kat hasznél a mitkodéshez és a felhasznaloi élmény javitasahoz.
Cookie-tipusok:

- Miikodéshez sziikséges cookie-k

- Statisztikai / analitikai cookie-k

- Marketing cookie-k
A felhasznal6 a cookie-beallitasokat barmikor modosithatja vagy visszavonhatja.
8. Adatbiztonsagi intézkedések
Az Adatkezel0 a kovetkezd intézkedéseket alkalmazza:

- SSL titkositas

- Rendszeres szoftverfrissitések

- Jelszoval védett rendszerek
- Korlatozott hozzaférés az adatokhoz
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- Biztonsagi mentések
- Virusvédelem és tiizfal

9. Az érintettek jogai

A felhasznalo6 kérheti:
- Hozzaférés a rdla kezelt adatokhoz
- Helyesbités
- Torlés (,.elfeledtetés joga™)
- Adatkezelés korlatozéasa
- Adathordozhatosag
- Tiltakozas a jogos érdek alapjan torténd adatkezelés ellen
- Hozzajarulas visszavonasa

A kérelmeket az Adatkezeld **30 napon beliil** megvalaszolja.
10. Panasz benyujtasanak lehetésége

Ha az érintett ugy érzi, hogy az Adatkezeld megsértette a személyes adatok védelmére
vonatkozo6 eldirasokat, panaszt tehet:

Nemzeti Adatvédelmi és Informacioszabadsag Hatosag (NAIH)
Cim: 1055 Budapest, Falk Miksa utca 9—11.
Web: https://naih.hu

11. A tajékoztaté modositasa

Az Adatkezeld fenntartja a jogot, hogy a tajékoztatdét barmikor médositsa. A modositasok a
honlapon val6 kozzététellel 1épnek hatalyba.

KUNFERR Acélszerkezeti Kft
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